REMOTE PARTICIPATION
Third Annual Meeting of the Arab Internet Governance Forum (AIGF-III) (26-27/11/2014) 
AIGF-III Capacity Building Pre-event (25/11/2014)
http://www.escwa.un.org/information/meetingdetails.asp?referenceNUM=3361e
http://www.escwa.un.org/information/meetingdetailsAR.asp?referenceNUM=3361a 
Participants wishing to participate remotely in the AIGF-III that is being held in Beirut can do so through connecting to each of the sessions by following the URLs below:
You can also use and search the Twitter hashtag: #ArabIGF
	Time
	Session
	Remote Participation URL

	DAY-0, TUESDAY 25 NOVEMBER 2014

	09:00 – 15:00
	Capacity Building on Internet Governance (Mistral, Floor 7)
	(Webex session)
Password: ArabIGF2014

	DAY-1, WEDNESDAY 26 NOVEMBER 2014

	09:30 – 11:30
	Opening Ceremony (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	12:00 – 13:30
	Main Thematic Plenary Session (1) Internet Infrastructure and Access (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	13:30 – 14:30
	Workshops
	

	WS1:
	IXPs: The Untapped Opportunity for the Arab Region (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	WS2:
	Reshaping the way we think about privacy (Levant 1, Floor 5)
	Skype
Please send your skype name to sdkaaa@gmail.com

	WS3:
	Multilingualism Online: An Arabic Script Perspective (Levant 2, Floor 5)
	(Webex session)

Password: ArabIGF2014

	15:30 – 17:00
	Main Thematic Plenary Session (2) Internet Global Public Policies and Policy-Making (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	17:00 – 18:00
	Workshops
	

	WS4:
	Between Protecting Rights of Access and Openness Online and Combating Extremism (Levant 1, Floor 5)
	(Webex session)

Password: ArabIGF2014

	WS5:
	The continuous attacks on online activism by various governments in the region (Levant 2, Floor 5)
	(Webex session)

Password: ArabIGF2014

	
DAY-2, THURSDAY 27 NOVEMBER 2014

	09:00 – 10:00
	Workshops
	

	WS6:
	Online Content and Social media in the Arab region: Where are we? (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	WS7:
	Digital Citizens and Digital States: Protecting civil and political rights and responsibilities in an Internet Age (Levant 1, Floor 5)
	(Webex session)

Password: ArabIGF2014

	10:00 – 11:30
	Main Thematic Plenary Session (3) Openness: Rights and Responsibilities (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	12:00 – 13:30
	Main Thematic Plenary Session (4) (Mistral, Floor 7) Privacy and Rebuilding Trust
	(Webex session)

Password: ArabIGF2014

	13:30 – 14:30
	Workshops
	

	WS8:
	The Middle East Strategy and ICANN’s Initiatives in the ME Region (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	WS9:
	Copyright law Challenges on the Internet in the Arab World (Levant 1, Floor 5)
	(Webex session)

Password: ArabIGF2014

	15:30 – 17:00
	Stock Taking and Way Forward (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014

	17:00 – 17:30
	Closing Session (Mistral, Floor 7)
	(Webex session)

Password: ArabIGF2014


For any further assistance please contact Mr. Bernard Sadaka on sdkaaa@gmail.com (Mobile: +9613172377)
